
Copyright Protection for
Watermark 

Image Using LSB 

 The rapid rise of networking has
made data interchange through the
internet simple, but it has also
increased the possibility of data
tampering, unlawful copying, and
other security risks. This
necessitates the provision of data
security. Data transmission over
the internet is secured via
cryptography, digital
watermarking, and steganography.
Digital watermarking and several
recent techniques based on Least
Significant Bit (LSB) watermarking
are explored in this study to
secure data from various attacks.

Introduction Objective

Methodology

An image is made up of pixels, and each
pixel contains 8 bits, i.e. 1 byte.

RGB is an additive color model in which
red, green, and blue light are added
together in different ways to reproduce
a wide range of colors.

LSB hidden writing (minimum effective bit).

The watermark is inserted in the LSB
because the information is expressed in
the low (according to a formula),
therefore the influence on the image
quality is minimal.

Analysis

Conclusion
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Some companies suffer from
intellectual property violations
and the removal of the watermark
from some of their products and
their affiliation with them, in
addition to the theft of
confidential and sensitive
information and its dissemination or
exploitation. Illegal copying,
modifying, tampering and copyright
protection have become very
important issues with the rapid use
of the internet. As a result, there
is a critical need to create
techniques to address all of these
issues. 

 
The method used is LSB method by Python Spyder. In the final discussion, we found that the technique
we used is probably working and I got the image masking in two different formats (PNG & JPG) and we

found a good result that PNG image masking is better. This is because PNG has more bits available for
the watermark to change without the user noticing. Due to the poor quality of the JPEG image, a

slight change in the image size or transparency may occur after the watermarking process so we
prefer to use the PNG format over the JPG format. In the coming years we plan to work on deep

learning and use the image array with more different formats to compare image quality before LSB
and after LSB.
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