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Abstract Secret Sharing is required in situations where access to important resources has to

be protected by more than one person. We propose new secret-sharing scheme that works

based on parallel counting of the ones within the shares to generate the secret output. Our work

presented two different modeling variations that are mainly different in the secret-sharing keys

generation where both are studied elaborating their pros and cons. Our counting-based secret

shares key reconstruction is implemented and simulated considering the security level required

by the usage functions. Comparisons showed interesting results that are attractive to be

considered. This secret sharing method is of great benefit to all multimedia secret sharing

applications such as securing bank sensitive accounts and error tracking, voting systems trust,

medical agreements, wills and inheritance authentication management.
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1 Introduction

Due to the increase demand on information technology and multimedia communication,

information security is being very important aspect. Many techniques have been
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